POLITIKA ZASTITE PRIVATNOSTI
za krajnje korisnike
»Blicnet” d.o.o. Banja Luka

Kontrolor:

,Blicnet” d.o.o. Banja Luka,
Vuka Karadzi¢a 2,

78000 Banja Luka,

JIB: 4400999050002

1. Svrha i oblast primjene

Ova Politika privatnosti objasnjava kako ,Blicnet* d.o.o0. Banja Luka prikuplja, koristi, Cuva i §titi licne
podatke krajnjih korisnika pri pruzanju elektronskih komunikacionih usluga (fiksna/mobilna telefonija,
pristup internetu, digitalna televizija i srodne usluge (putem cable, optic ili internet prenosa), putem
kontakt-centra i poslovnica (uklj. video-nadzor), te putem internet stranica, portala i aplikacija.

Ova Politika se primjenjuje i tumaci u skladu sa propisima o zastiti li€nih podataka i posebnim pravilima
privatnosti u sektoru elektronskih komunikacija, ukljuéujuéi Pravilo 97/2024 RAK BiH, u mjeri u kojoj je
primjenjivo na konkretne usluge i kanale komunikacije.

2. Pojmovi:

e Liéni podatak - svaka informacija koja se odnosi na fizicko lice koje je identifikovano ili se
moze identifikovati (npr. ime, adresa, broj identifikacionog dokumenta).

e Obrada - svaka radnja nad liénim podacima (prikupljanje, uvanje, koriséenje, otkrivanje,

brisanje).

Kontrolor - odreduje svrhe i sredstva obrade (Blicnet).

Obradivac - obraduje podatke za Blicnet, po nasim uputama i ugovoru.

Nosilac podataka - lice na koje se podaci odnose.

Podaci o saobrac¢aju i lokaciji - tehniCki podaci nastali pruzanjem elektronskih

komunikacionih usluga (npr. pozivani/pozivajuci broj, trajanje, vrijeme, mrezni identifikatori i

podaci o rutiranju; podaci o lokaciji u mjeri u kojoj su relevantni).

o lzrada profila (profilisanje) i automatizovano odluéivanje - automatizovana analiza radi
ocjene liénih aspekata / odluka bez ljudskog u¢e$¢a sa pravnim ili slicnim znacajnim dejstvom.

e AZLP - Agencija za zastitu li¢nih podataka, nadlezni organ za zastitu licnih podataka u BiH.

e Sadrzaj komunikacije - sadrZaj razgovora, poruka, e-maila ili drugih komunikacija koje se
prenose putem elektronskih komunikacionih mreZa i usluga.

o Podaci o identifikaciji poziva (CLIP/CLIR) - podaci o prikazu i ograniCenju prikaza
pozivaju¢eg/pozvanog broja i povezane funkcionalnosti.

¢ Direktni marketing - kontaktiranje krajnjih korisnika putem telefona, SMS/MMS, e-maila,
aplikacija ili drugih kanala radi promovisanja proizvoda i usluga.

3. Nacela obrade

Postupamo po nacelima Zakona o zastiti licnih podataka BiH. U praksi to znaéi da radimo zakonito,
posteno i otvoreno(transparentno), jasno objasnjavamo zasto traZzimo VaSe podatke. Prikupljamo samo
ono $to je neophodno, brinemo da podaci budu ta¢ni i azurni, Cuvamo ih samo koliko je potrebno, stitimo
ih od neovlastenog pristupa. Duzni smo da u svakom trenutku mozemo da pokazemo da se
pridrzavamo navedenih nacela i da pred nadleznim organima dokazemo uskladenost sa Zakonom.
Privatnost je ugradena u nase usluge od pocetka i postavljena kao podrazumijevana opcija.

4. Koje podatke obradujemo

Identifikacioni i kontakt podaci (npr. ime, prezime, adresa, podaci iz identifikacionog dokumenta, e-
posta, telefon);

Podaci u vezi sa ugovorom i kori§¢enjem usluga (npr. paketi, opcije, trajanje, reklamacije);

Podaci o TV uslugama i sadrzaji (npr. aktivirani TV paketi i dodatne opcije; evidencija kupovine
VOD/single-title sadrzaja radi naplate, reklamacija i uskladenosti; tehnicki zapisi reprodukcije nuzni za
otklanjanje smetnji);

Tehnicki, podaci o saobra¢aju i mrezni podaci (npr. pozivani/pozivajuéi broj, datum i vrijeme
komunikacije, trajanje, identifikatori sesije, IP adresa i logovi neophodni za uspostavljanje i odrzavanje
veze, dijagnostiku kvarova, sigurnost mreze i obracun);
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Podaci sadrzani u evidencijama (npr. registrovani uredaji, korisni¢ka imena, autentifikacioni podaci u
zasti¢enom obliku);

Podaci o pla¢anjima i naplata (npr. racuni, uplate, opomene);

Podaci korisni¢ke podrSke (npr. snimci poziva uz jasnu najavu u korisni¢koj podrsci, e-posta/poruke).
Kolagi¢i i SDK (nuzni, analitiCki/marketinski uz saglasnost);

Podaci potencijalnih korisnika (npr. kontakt podaci iz upita’lkampanja radi davanja ponude);

Podaci o identifikaciji poziva (CLIP/CLIR) i postavke vezane za prikaz/ograni¢enje prikaza broja.

Ne obradujemo posebnu kategoriju li¢nih podataka (osim ako je to nuzno za pruzanje odredene usluge
koju ste trazili, ako ste prethodno informisani i dali saglasnost ili ako je obrada nalozena/odobrena u
skladu sa zakonom.

Posebne kategorije podataka obradujemo samo ako postoji poseban pravni osnov u skladu sa
Zakonom o zaétiti liénih podataka BiH i isklju€ivo u obimu nuznom za svrhu.

5. Izvori podataka
Podatke dobijamo:
- direktno od vas;
- automatski kroz mrezu, platforme i aplikacije;
- iz javnih izvora (u mjeri dopustenoj zakonom) i dr.

6. Svrhe i pravni osnovi

e Ugovor i predugovorne radnje - npr. identifikacija, aktivacija, prenos broja, isporuka usluge,
podrska, naplata, otklanjanje smetniji.

e Zakonske i regulatorne obaveze - npr. radunovodstvene/poreske, obavezne evidencije,
postupanje prema nadleznim organima/regulatorima, na osnovu pisanog zahtjeva zasnovanog
na zakonu.

e Legitimni interes - npr. zastita bezbjednosti i sigurnost mreze/usluga, prevencija zloupotreba,
naplata potrazivanja, poboljSanje kvaliteta usluga, tada se vrsi procjena da li su interesi krajnjeg
korisnika ugrozeni.

e Saglasnost korisnika - npr. nenuzni koladi¢i/analitika, informativne i marketinSke poruke, za
jednu ili viSe svrha.

e Zastita vitalnih interesa - npr. u izuzetnim situacijama radi zastite Zivota ili fizi€kog integriteta
lica (u slu¢aju hitnih intervencija).

e |zvrSenje zadatka u javnhom interesu - npr. kada je takva obrada zakonom izri€ito predvidena.

6.1. Automatizovano dono&enje odluka i izrada profila (profilisanje)
DonoSenje odluka na osnovu automatizovane obrade, ukljuCujuéi i profilisanje, je sastavni dio
poslovanja Blicneta, a sprovodi se u skladu sa:

e Vazeéim zakonima,

e IzvrSenjem ugovornih obaveza,

e Izri¢itom saglasnos$c¢u nosioca podataka,

e Legitimnim interesima Blicneta.
Korisnici imaju pravo da se na njih ne primjenjuje odluka koja je zasnovana iskljuivo na
automatizovanoj obradi, uklju€ujuéi i profilisanje, ako takva odluka proizvodi pravne efekte koji se na
njih odnose ili na sli¢an nacin znacajno uti¢e na njih.
Izuzetno, ovakve odluke mogu se primjenjivati ako je:

e potrebno za zaklju€ivanje ili izvrSavanje ugovora izmedu krajnjeg korisnika i Blicneta,

e dozvoljeno posebnim zakonom kojim se propisuju odgovaraju¢e zastitne mjere za prava i

slobode krajnjeg korisnika, ili

e zasnovano na izri¢itoj saglasnosti krajnjeg korisnika.
U tim slu¢ajevima Blicnet obezbjeduje odgovaraju¢e mjere za zastitu prava i sloboda krajnjeg korisnika,
uklju€ujuci najmanje pravo krajnjeg korisnika na u¢esc¢e u donosenju odluke, pravo da izrazi svoj stav i
pravo da ospori odluku.

7. Povijerljivost elektronskih komunikacija, podaci o saobracéaju i lokaciji

7.1 Povijerljivost elektronskih komunikacija - Sadrzaj elektronskih komunikacija i povezani podaci su
povjerljivi. Ne pristupamo sadrzZaju elektronskih komunikacija niti ga obradujemo, osim ako je to nuzno
za pruzanje usluge koju krajnji korisnik trazi, radi otklanjanja tehni¢kih smetnji uz odgovarajuce
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ovlascenije, ili ako je takvo postupanije izri€ito propisano zakonom i sprovedeno od nadleznih organa u
zakonom propisanom postupku.
Zabranjeno je svako neovlasteno slusanje, prisluskivanje, presretanje, nadzor ili uvanje elektronskih
komunikacija i pripadajucih podataka o saobracaju, bez saglasnosti krajnjeg korisnika te komunikacije,
osim u slu€ajevima propisanim zakonom. Zabrana se ne odnosi na tehnic¢ko skladiStenje podataka koje
je neophodno za prenos elektronske komunikacije, bez zadiranja u principe zastite povjerljivosti
podataka.
Kori$¢enje terminalne opreme krajnjeg korisnika (npr. uredaja) za ¢uvanje podatakaili pristup podacima
(npr. kolacCi¢i/SDK) dozvoljeno je samo uz prethodnu saglasnost krajnjeg korisnika, osim kada je takva
obrada tehni¢ki neophodna za pruzanje usluge na zahtjev krajnjeg korisnika ili za prenos elektronske
komunikacije.
7.2 Podaci o saobraéaju - Podatke o saobracaju obradujemo samo u mjeri nuznoj za:

- prenos elektronske komunikacije i pruzanje usluge,

- obracun i naplatu,

- rjeSavanje reklamacija i sporova,

- sigurnost mreze i sprje¢avanje zloupotreba, i/ili

- kada to zahtijeva zakon.
Po prestanku potrebe, podaci o saobrac¢aju se bridu ili anonimizuju, osim ako se moraju Cuvati na
osnovu zakona ili radi ostvarivanja/odbrane pravnih zahtjeva.
Podaci o saobra¢aju mogu se obradivati u svrhe promocije i prodaje usluga ili pruzanja usluga s
dodatnom vrijedno$¢u iskljuivo na osnovu prethodne saglasnosti krajnjeg korisnika, uz jasno
informisanje o vrstama podataka, svrsi i trajanju obrade, kao i o pravu na povla¢enje saglasnosti u
svakom trenutku.
7.3 Podaci o lokaciji - Podatke o lokaciji obradujemo samo kada su nuzni za pruzanje usluge ili kada
zakon to zahtijeva. Ako se nude dodatne usluge zasnovane na lokaciji (gdje je primjenjivo), takva
obrada se sprovodi uz saglasnost krajnjeg korisnika i uz mogucnost povladenja saglasnosti u svakom
trenutku.
Podaci o lokaciji koji nisu podaci o saobra¢aju mogu se obradivati samo ako su anonimizovani ili na
osnovu prethodne saglasnosti krajnjeg korisnika, iskljuéivo u svrhu pruZanja usluga s dodatnom
vrijednoSc¢u i u trajanju neophodnom za pruZanje takvih usluga. Prije pribavljanja saglasnosti krajnjeg
korisnika jasno i razumljivo obavjeStavamo o vrsti podataka o lokaciji koji se obraduju, svrsi i trajanju
obrade, kao i 0 tome da li ¢e podaci biti dostavljeni tre¢im licima. Krajnji korisnik ima pravo da u svakom
trenutku povucCe saglasnost ili da privremeno, na jednostavan nacin i bez naknade, odbije obradu
podataka o lokaciji pri svakom povezivanju na mrezu ili prenosu elektronske komunikacije.
7.4 Snimanje poziva korisnicke podrSke - Pozive moZemo snimati radi kvaliteta usluge, rjeSavanja
prigovora i zastite nasih i vasih prava, uz jasnu prethodnu najavu. Ako ne Zzelite snimanje,
obezbijedicemo alternativni kanal (npr. e-mail, pisani zahtjev ili dolazak u poslovnicu), kada je to
izvodivo, bez uticaja na vasa osnovna prava.
7.5 Kontrola pristupa i evidencije - Pristup podacima je strogo ograni¢en na ovlas¢ena lica po principu
“need-to-know”, uz evidenciju pristupa i tehnicke i organizacione mjere zastite.

8. Primaoci podataka

VaSe podatke dijelimo samo kada je nuzno i na siguran nacin. To moze biti unutar naSe organizacije sa
radnicima koji imaju posebna ovlasc¢enja, sa nasim ugovornim obradiva¢ima koji nam pruzaju podrsku
(npr. pruzaoci IT infrastrukture i odrzavanja, data-centri, Stampa i dostava racuna, sistemi naplate), sa
partnerima potrebnim za isporuku usluga (interkonekcija, terminacija, roaming) odnosno sa primaocima
u tre¢im zemljama ako postoji adekvatna zastita, sa nadleznim organima kada to zakon nalaze, ili sa
licima koja vi izri¢ito ovlastite (npr. punomoénici).

Kada se radi o interkonekciji/terminaciji i drugim telekom procesima, razmjena se svodi ha minimalne
tehniCke i podatke o saobraéaju potrebne za realizaciju poziva/usluge i obracun.

Svi nasi obradivadi rade iskljuCivo po nasSim uputama i na osnovu ugovora o zastiti podataka, uz
odgovarajuce tehnicke i organizacione mjere.

9. Medunarodni prenosi

Po pravilu, licne podatke obradujemo u Bosni i Hercegovini. Podatke mozemo obradivati i u drugim
drzavama koje obezbjeduju odgovarajuéi nivo zastite, npr. kada je za pruzanje odredene usluge ili dijela
usluge angazovan podizvodac iz druge drzave.

Licne podatke prenosimo van Bosne i Hercegovine samo kada je to zaista neophodno i ako postoiji
adekvatna zastita.
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Ako nadlezni organ utvrdi da treéa zemlja/teritorija/medunarodna organizacija obezbjeduje
odgovarajuci nivo zastite, prenos se moze vrsiti bez posebnog odobrenja. U slu¢ajevima kada nije
obezbijeden odgovarajuci nivo zastite, prenos je dopusten samo uz primjenu odgovarajucih zastitnih
mjera, ukljuCujuci standardne ugovorne klauzule, obavezuju¢a poslovna pravila ili druge mehanizme
predvidene Zakonom.

Izuzetno, prenos se moze izvrsiti i bez odluke o odgovarajuéem nivou zastite ili primjene zastitnih mjera,
iskljucivo u slu€ajevima izri€ito propisanim Zakonom, uklju€ujuci izri¢itu saglasnost krajnjeg korisnika ili
nuznost prenosa radi izvr§enja ugovora. Vodimo evidenciju o relevantnim prenosima i obezbjedujemo
transparentnost prema krajnjim korisnicima u skladu sa Zakonom.

10. Bezbednost podataka
VasSe podatke Stitimo tako Sto pristup imaju samo osobe kojima je to zaista potrebno i svaki pristup se
biljezi. Sistemi su odvojeni kako bi se rizik smanijio, a podaci su Sifrovani dok putuju kroz mrezu i, gdje
ima smisla, i dok miruju. Prijava se dodatno potvrduje, redovno pravimo sigurnosne kopije i imamo plan
kako brzo nastaviti rad ako dode do problema. Uz to, bezbjednost redovno provjeravamo i stalno
obuCavamo zaposlene o zastiti podataka.
Sa liénim podacima postupamo kao sa poslovnom tajnom i shodno tome klasifikujemo ih kao povijerljive
podatke.
Blicnet ima implementiran sertifikovani sistem upravljanja bezbjedno$¢u informacija, u skladu sa
zahtjevima medunarodnog standarda ISO/IEC 27001:2022, i u okviru njega uspostavljene adekvatne
mjere za zastitu povijerljivosti, cjelovitosti i/ili dostupnosti li¢nih podataka.
Primjenjujemo sveobuhvatne tehniCke i organizacione mjere, ukljuujuci (primjer):

e kontrolu pristupa i autentifikaciju (pristup samo ovlas¢enim licima; korisni¢ka imena/lozinke i
dodatni oblici provjere);
enkripciju i zastitu prenosa i skladistenja podataka;
redovne provjere, aZuriranja i testiranja bezbjednosti sistema;
obuku i edukaciju radnika o zastiti podataka i bezbjednom rukovanju informacijama;
monitoring i reagovanje na incidente (postupci za pracenje aktivnosti, otkrivanje prijetnji i
preduzimanje mjera).
U slu€aju posebne opasnosti po bezbjednost i integritet mreze, korisnici ¢e biti blagovremeno
obavijesteni putem web stranice ili drugog odgovaraju¢eg kanala, uz informacije o raspoloZivim
zastitnim mjerama.

11. Povreda liénih podataka

U sluCaju povrede liénih podataka, bez odlaganja obavjeStavamo AZLP o nastaloj povredi, uz
informacije o prirodi i moguéim posljedicama povrede, kao i o preduzetim ili planiranim mjerama. Ako
povreda moze imati Stetne posljedice po privatnost krajnjeg korisnika, bez odlaganja obavjeStavamo
pogodene korisnike (opis prirode povrede, kontakt i preporuke za ublazavanje negativnih posljedica).
Vodimo posebnu evidenciju povreda li¢nih podataka (uzroci, posljedice i preduzete mjere).

12. Rokovi €uvanja

Vase podatke Cuvamo samo onoliko dugo koliko je potrebno za svrhu zbog koje su prikupljeni i koliko
to zakon zahtijeva. Po isteku tih rokova podatke brisemo ili ih trajno anonimizujemo (ucinimo
neprepoznatljivim). Po isteku roka podaci se mogu i arhivirati ako je to zakonom dozvoljeno.

Konkretni rokovi Cuvanja odredeni su internim aktima Blicneta.

13. Video-nadzor u poslovnicama
Video-nadzor koristimo samo radi bezbjednosti ljudi i imovine. Kamere pokrivaju samo nuzne dijelove
prostora i jasno su oznacene.

14. Javni imenik i prikaz broja
Objava u javnhom imeniku je isklju€ivo vasa odluka. Svoj izbor mozete u svakom trenutku promijeniti
podnoSenjem zahtjeva u na3oj poslovnici.

15. Prikaz i ogranicenje prikaza broja (CLIP/CLIR)

Krajnji korisnik moze zatraziti prikaz ili ograni€enje prikaza pozivajuéeg broja, kao i druge dostupne
opcije upravljanja identifikacijom poziva, u skladu sa vazeéim propisima.

U odredenim sluc¢ajevima, kada je to propisano zakonom (npr. hitne sluzbe i/ili postupanje po nalozima
nadleznih organa), ograni¢enje prikaza broja moze imati izuzetke.
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16. Kolacic¢i i marketinSke saglasnosti
Na na8im internet stranicama i u aplikacijama koristimo kolaci¢e kako bi sve radilo kako treba i da bismo
razumjeli kako se usluge koriste. Vise informacija mozete dobiti u nasoj Politici kolaci¢a internet stranici
www.supernovabih.ba i www.movetv.ba.

17. Direktni marketing i nezeljene komunikacije

MarketinSke poruke Saljemo samo kada za to imamo odgovarajuéi pravni osnov (najceSée saglasnost,
ili gdje je dopusteno, legitimni interes uz pravo na prigovor). U svakom trenutku mozete povuci
saglasnost ili uloZiti prigovor na direktni marketing, bez naknade.

18. Vasa prava

Svoja prava mozete zatraziti besplatno putem e-poste, postom ili dolaskom u nasu poslovnicu. Da
bismo zastitili vasu privatnost, mozemo vas zamoliti da potvrdite identitet. Na va$ zahtjev odgovaramo
u roku od 30 dana. Ako je zahtjev slozZen ili ih u istom periodu dobijemo viSe, rok mozemo produziti za
najvise jo$ 60 dana i u tom slu€aju obavijesti¢emo vas o produzenju i razlozima.

18.1 Pravo na informisanje (transparentnost) - imate pravo na jasne informacije o obradi: ko, zasto,
koji podaci, pravni osnovi, primaoci, rokovi, prenosi, mjere zastite, vasa prava.

18.2 Pravo na pristup - Imate pravo da u svakom trenutku dobijete jasne i razumljive informacije o
obradi vasih podataka: ko ih obraduje, zasto, koje vrste podataka koristimo, s kim ih dijelimo, koliko
dugo ih Guvamo, da li se prenose van BiH, koje mjere zastite primjenjujemo i koja prava imate.

18.3 Pravo na ispravku i dopunu - Imate pravo da trazite ispravku netaCnih podataka i dopunu
nepotpunih podataka. Po potrebi vas mozemo zamoliti za dokaz koji potvrduje trazenu promjenu.

18.4 Pravo na brisanje (,,zaborav“) - Imate pravo da trazite brisanje podataka kada viSe nisu potrebni,
kada povucete saglasnost i nema drugog osnova za obradu, kada uspjeSno ulozite prigovor ili kada je
obrada bila nezakonita. Ovo pravo ima izuzetke, na primjer kada smo duzni da podatke Cuvamo po
zakonu ili kada su potrebni za podnosenije ili odbranu pravnih zahtjeva.

18.5 Pravo na ograni¢enje - Imate pravo da trazite ograni¢enje obrade, odnosno privremeno
.Zamrzavanje” koriS¢enja podataka, na primjer dok provjeravamo tac¢nost podataka, kada je obrada
nezakonita a vi ne Zelite brisanje, kada su nam podaci viSe nepotrebni ali su vama potrebni za pravne
zahtjeve, ili dok odlu€ujemo o vaSem prigovoru.

18.6 Pravo na prenosivost - Imate pravo na prenosivost podataka koje ste nam dali i koje obradujemo
automatizovano na osnovu ugovora ili vase saglasnosti. Te podatke mozete dobiti u strukturisanom i
masinski Citliivom formatu ili ih, kada je tehni¢ki izvodivo, mozemo direktno prenijeti drugom kontroloru
po vasem izboru.

18.7 Pravo na prigovor - Imate pravo da ulozite prigovor na obradu zasnovanu na nasem legitimnom
interesu, ukljuéujuci i profilisanje.

18.8 Pravo da ne budete predmet iskljuéivo automatizovanog odluéivanja - Imate pravo da ne
budete predmet odluke koja je donesena iskljuivo automatizovano i koja proizvodi pravne ili sli€ne
znacajne efekte po vas. Imate pravo da zahtjevate da odluku pregleda ¢ovjek.

18.9 Pravo na povlaéenje saglasnosti - Kada se obrada zasniva na vasoj saglasnosti, imate pravo
da tu saglasnost povucete u bilo kojem trenutku, bez uticaja na zakonitost obrade prije povlagenja.
Usluge koje ne zavise od saglasnosti i dalje ée raditi.

18.10 Pravo na prigovor AZLP-u - Ako smatrate da se vaSi podaci obraduju protivno propisima, imate
pravo da podnesete prigovor Agenciji za zastitu licnih podataka BiH.

Kontakt Agencije za zastitu liénih podataka u BiH: Dubrovacka broj 6, 71000 Sarajevo; tel: +387 33 726
250; faks: +387 33 726 251; e-mejl: azlpinfo@azlp.ba.

Kako podnijeti zahtjev kontroloru: Zahtjev nam najlakSe podnosite putem nasSeg obrasca (dostupan
online i u poslovnicama), koji mozete dostaviti mailom, postom ili li€no u poslovnici. Ako postupate kao
punomocnik, potrebno je priloZiti punomoé.
Kontakti za zahtjeve:

e Sluzbenik za zastitu licnih podataka (DPO): dpo@supernovabih.ba | +387 51 921 563

o Posta: ,Blicnet” d.o.o. Banja Luka, Vuka Karadzi¢a 2, 78000 Banja Luka.

19. RjeSavanje reklamacija i sporova

U postupcima reklamacija ili sporova, vase podatke moZemo koristiti kao dokaz. To radimo samo kada
je potrebno, onoliko koliko zakon dozvoljava i uz punu zastitu vase privatnosti.

Verzija: 2.0 Datum primjene: 25.01.2026.


http://www.supernovabih.ba/
http://www.movetv.ba/

20. Istrazivanje trzista i razvoj proizvoda

Ponekad koristimo vase podatke da bolje razumijemo Sta korisnicima treba, da osmislimo i testiramo
nove usluge i da poboljSamo postojece. To radimo samo onoliko koliko je potrebno i koliko zakon
dozvoljava, uz vase odobrenje kada je ono potrebno ili na osnovu naseg legitimnog interesa.

21. Djeca i maloljetnici
Nase usluge ugovaraju punoljetne osobe. Ako je neka online usluga namijenjena djeci ili maloljetnicima,
njihove podatke obradujemo samo uz saglasnost roditelja/staratelja i uz dodatne mjere zastite.

22. Izmjene Politike

Politiku privatnosti redovno azuriramo na web stranici kako bi informacije bile tacne i aktuelne. Kada je
promijenimo, blagovremeno ¢emo vas obavijestiti o0 zna€ajnim promjenama i naznaditi od kog datuma
nova verzija vazi, u duhu potpune transparentnosti.

Preporu¢ujemo da krajnji korisnici redovno provjeravaju Politiku za najnovije informacije o obradi
podataka.

Verzija: 2.0 Datum primjene: 25.01.2026.



